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Dear Parent / Carer

Given most young people will be using their computers and ‘phones at an increased rate during the academy closure we are sending a few ideas and key messages about Online Safety. 

‘Think U Know’ will be publishing activities you can complete with your child at home every two weeks to promote online safety. These can be found here. We would encourage parents and carers to look at these with your child if possible. Now might also be a good time to recap the SMART rules of staying safe online that we encourage our students to follow:
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‘Think U Know’ have also published some excellent advice on keeping children safe during this time. Please see below:

[image: cid:image003.png@01D605ED.CE43DBB0]

Finally, please be wary that unfortunately people are using the coronavirus to take advantage of people with hacking, phishing and other scams. Examples can be found in a BBC article here. We strongly advise people to be vigilant with any communications received. 


Yours faithfully

Mr S Liu








image1.jpeg
$tay Safe onitine GQ

‘Remember the § SART rules when using the inornet and moblle phones. %

(XL s Accepting emals, IM messages, or opening fils,
pictures or texts from people you don't know or trust can lead to

problems — they may contain viruses or nasty messages!





image2.png
8 steps to keep your child safe online this month
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Explore together: Ask your child to show you their favourite websites and apps and what they do
on them. Listen, show interest and encourage them to teach you the basics of the site or app.

Chat about online safety little and often: Young people are likely to want to explore new apps and
websites this month, whether that's for learning or for fun. Take this opportunity to talk to them
‘about how to stay safe on these new services, and in general. Ask if anything ever worries them
while they re online. Make sure they know that if they ever feel worried, they can get help by
talking to you or another adult they trust.

Help your child identify trusted adults who can help them if they are worried: This includes you
‘and other adults at home, as well as adults from wider family, school or other support services who.
they are able to contact at this time. Encourage them to draw a picture or write a st of their
trusted adults.

Be non-judgemental: Explain that you would never blame them for anything that might happen
online, and you will always give them calm, loving support.

Talk about how their online actions can affect others: If your child is engaging with others online,
remind them to consider how someone else might feel before they post or share something. I they
are considering sharing a photo/video of somebody else, they should always ask permission first.

Parental controls: Make use of the parental controls available on your home broadband and any
internet enabled device in your home. You can find out more about how to use parental controls by
visiting your broadband provider's website.

Direct your child to age appropriate information about relationships and sex: It's natural for
Young people to start exploring their sexual feelings online and adolescents are more inclined to.
take risks. Its important to understand this and to talk to your child in a positive way. Thinkuknow,
Brook, The Mix and Childiine all provide age appropriate information about relationships and sex
that you can signpost your child to.

Make sure they know about CEOP: Young people can report a concern about grooming or sexual
abuse to CEOP at_www.ceop.police.uk/safety-centre/ and get support from a specialist Child
Protection Advisor.
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